
 
Project: ______________________________ 
With a full card, you and your team gets: __________________________________________ 
 
 

 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 

Top 10: https://www.owasp.org/index.php/Top_10_2013-Top_10 
Fresh Bingo Cards: http://haxor.nl/bingo/ 

Note: the OWASP Top 10 does not cover everything and anything, or anything at all. But it is a well-documented list, which 
can help with explaining vulnerabilities. A full card means that the system is insanely and laughably vulnerable. 
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